
HybridWorks Cybersecurity Services

We offer expert consulting for industrial environments, aligning with international standards and

practical operational constraints. This document provides a summary of our available service

offerings.

OT Cybersecurity Assessment

- Structured review aligned to NIST CSF & IEC 62443

- Includes asset visibility, segmentation, access control

- Deliverables: PDF report, maturity heatmap, roadmap

Firewall Rulebase Audit

- Review of Palo Alto, Fortinet, Cisco configs

- Score rules based on risk and redundancy

- PDF report with visuals and action plan

Vulnerability Management

- Asset-linked, EPSS-aware risk scoring

- Dashboards, workflows and triage structure

- Ticket system and lifecycle integration optional

Incident Response Readiness

- Build site-specific playbooks and workflows

- Run threat tabletop exercises

- Align to NIST 800-61 and 800-82

Cyber Essentials for OT

- Translate CE/CE+ controls to OT equivalents

- Use justified compensating controls

- Policy review and audit-ready templates


